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***Abstract*—Pesatnya pertumbuhan pilihan belanja online dan pembayaran online telah menimbulkan tantangan besar secara global: penipuan kartu kredit. Algoritme pembelajaran mesin telah mendapat banyak perhatian sebagai teknik penambangan data untuk mendeteksi penipuan kartu kredit. Namun, masih ada beberapa tantangan yang dihadapi, termasuk kurangnya data yang tersedia untuk umum, distribusi kelas yang tidak merata, dan meningkatnya taktik penipuan. Tujuan dari tinjauan literatur sistematis (SLR) ini adalah untuk menganalisis secara komprehensif keadaan teknologi komputer saat ini dan penerapannya dalam deteksi penipuan kartu kredit. Kami fokus pada mengidentifikasi tren teknologi saat ini dan tantangan dalam penerapan peta. Selain itu, kami mensintesis hasilnya untuk disajikan sebagai artikel ilmiah guna memberikan wawasan tentang perkembangan terkini di bidang ini. Evaluasi kami mencakup berbagai aspek seperti algoritma pembelajaran mesin, teknik pengambilan sampel seperti SMOTE, dan penggunaan pembelajaran tambahan untuk beradaptasi dengan perubahan pola penipuan. Penilaian terhadap perkembangan teknologi dilakukan dengan mengkaji berbagai artikel penelitian dan publikasi, yang pada akhirnya berkontribusi pada pemahaman subjek yang lebih mendalam.*Keywords—penipuan, kartu kredit, pembelajaran mesin, penambangan data, SMOTE***
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# Introduction (*Heading 1*)

Dalam masyarakat global yang terus berubah, penipuan kartu kredit telah menjadi masalah yang serius dan terus berkembang. Salah satu bidang yang berkembang pesat adalah e-commerce, yang menawarkan banyak pilihan pembayaran online yang nyaman. Namun, pertumbuhan ini juga membawa potensi peningkatan penipuan yang merugikan. Pada tahun 2016, kerugian akibat penipuan kartu kredit di Single Euro Payments Area (SEPA) berjumlah 1,8 miliar euro, setara dengan 0,041% dari total nilai transaksi kartu. Angka-angka ini menunjukkan peningkatan penipuan sebesar 92% dibandingkan tahun 2012. Jenis penipuan kartu kredit yang umum termasuk penipuan permintaan, kartu hilang atau dicuri, pengambilalihan akun, dan kartu palsu. Namun, deteksi penipuan kartu kredit terutama difokuskan pada transaksi card not present (CNP), yang menyumbang 73% dari total penipuan pada tahun 2016. Dalam skenario CNP, informasi kartu kredit diambil tanpa sepengetahuan pemegang kartu dan digunakan. online untuk melakukan penipuan.

Deteksi penipuan bertujuan untuk mengidentifikasi penipuan secepat mungkin setelah terjadi. Salah satu metode yang digunakan untuk mendeteksi penipuan adalah melalui penggunaan teknik data mining, khususnya penggunaan algoritma pembelajaran mesin. Namun implementasinya menghadapi beberapa tantangan, seperti terbatasnya data yang tersedia untuk umum, ketidakseimbangan distribusi kelas, dan pola kecurangan yang terus berubah.

Tinjauan literatur sistematis (SLR) ini bertujuan untuk melakukan eksplorasi mendalam terhadap tren terkini dalam teknologi informasi yang digunakan untuk mendeteksi penipuan kartu kredit dan mengidentifikasi tantangan terkait dalam penerapannya. Kami akan memfokuskan perhatian kami pada identifikasi perkembangan teknologi terkini dan permasalahan yang dihadapi dalam penerapannya. Hasil tinjauan pustaka ini akan disajikan dalam bentuk artikel ilmiah yang memberikan gambaran perkembangan terkini di bidang tersebut. Kami akan melakukan tinjauan komprehensif dengan melihat berbagai aspek termasuk algoritme pembelajaran mesin, teknik pengambilan sampel seperti Synthetic Minority Over-sampling Technique (SMOTE), dan penggunaan pembelajaran tambahan untuk mengatasi model penipuan yang terus berkembang.
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